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the provisions of 5 U.S.C. 552a(k)(2) 
may be exempt from the following sub-
jections of 5 U.S.C. 552a(c)(3); (d); (e)(1); 
(e)(4)(G), (H), and (I) and (f). 

(ii) Authority: 5 U.S.C. 552a(k)(2). 
(iii) Reasons: (A) From subsection 

(c)(3) because it will enable OSD com-
ponents to conduct certain investiga-
tions and relay law enforcement infor-
mation without compromise of the in-
formation, protection of investigative 
techniques and efforts employed, and 
identities of confidential sources who 
might not otherwise come forward and 
who furnished information under an ex-
press promise that the sources’ iden-
tity would be held in confidence (or 
prior to the effective date of the Act, 
under an implied promise). 

(B) From subsections (e)(1), (e)(4)(G), 
(H), and (I) because it will provide pro-
tection against notification of inves-
tigatory material including certain re-
ciprocal investigations and counter-
intelligence information, which might 
alert a subject to the fact that an in-
vestigation of that individual is taking 
place, and the disclosure of which 
would weaken the on-going investiga-
tion, reveal investigatory techniques, 
and place confidential informants in 
jeopardy who furnished information 
under an express promise that the 
sources’ identity would be held in con-
fidence (or prior to the effective date of 
the Act, under an implied promise). 

(C) From subsections (d) and (f) be-
cause requiring OSD to grant access to 
records and agency rules for access and 
amendment of records would unfairly 
impede the investigation of allegations 
of unlawful activities. To require OSD 
to confirm or deny the existence of a 
record pertaining to a requesting indi-
vidual may in itself provide an answer 
to that individual relating to an on- 
going investigation. The investigation 
of possible unlawful activities would be 
jeopardized by agency rules requiring 
verification of record, disclosure of the 
record to the subject, and record 
amendment procedures. 

[74 FR 58205, Nov. 12, 2009, as amended at 74 
FR 55778, Oct. 29, 2009; 76 FR 22612, Apr. 22, 
2011; 76 FR 57645, Sept. 16, 2011; 76 FR 58104, 
Sept. 20, 2011; 77 FR 15586, Mar. 16, 2012; 77 FR 
15588, 15589, Mar. 16, 2012; 77 FR 16676, Mar. 22, 
2012] 
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§ 312.1 Purpose. 
Pursuant to the requirements of the 

Privacy Act of 1974 (5 U.S.C. 552a) and 
32 CFR part 310—DoD Privacy Pro-
gram, the following rules of procedures 
are established with respect to access 
and amendment of records maintained 
by the Office of the Inspector General 
(OIG) on individual subjects of these 
records. 

[68 FR 37969, June 26, 2003] 

§ 312.2 Definitions. 
(a) All terms used in this part which 

are defined in 5 U.S.C. 552a shall have 
the same meaning herein. 

(b) As used in this part, the term 
‘‘agency’’ means the Office of the In-
spector General (OIG), Department of 
Defense. 

§ 312.3 Procedure for requesting infor-
mation. 

Individuals should submit written in-
quiries regarding all OIG files to the 
Office of Communications and Congres-
sional Liaison, ATTN: FOIA/PA Office, 
400 Army Navy Drive, Arlington, VA 
22202–4704. Individuals making a re-
quest in person must provide accept-
able picture identification, such as a 
current driver’s license. 

[68 FR 37969, June 26, 2003] 
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